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This is a proposed minor change to Section 5.3.1 that helps to clarify the explanation of what constitutes “competent personnel”. The proposed wording is also more closely aligned with the equivalent ALKS Regulation text on the “competence of the auditors/assessors” which is reproduced here from Annex 4 paragraph 7 of that document
[bookmark: _GoBack]Automated/ Lane Keeping System (ALKS) Regulation: 
7. Competence of the auditors/assessors
The    assessment sunder    this    Annex    shall    only    be    conducted    by auditors/assessors with the technical and administrative knowledge necessary for such purposes. They shall in particular be competent as auditor/assessor for ISO  26262-2018  (Functional  Safety -Road  Vehicles),  and  ISO/PAS  21448 (Safety  of  the  Intended  Functionality  of  road  vehicles);  and  shall  be  able  to make  the  necessary  link  with  cybersecurity  aspects  in  accordance  with UN Regulation  No  15Z  andISO/SAE  21434). This competence should be demonstrated by appropriate qualifications or other equivalent   training records.




5.3.1 The Approval Authority and its Technical Services shall ensure, in addition to the criteria laid down in Schedule 2 of the 1958 Agreement that they have: 
a) Competent personnel with appropriate cyber security skills and specific automotive risk assessments knowledge [footnoteRef:1];  [1:   E.g. ISO 26262-2018, ISO/PAS 21448, ISO/SAE 21434] 

	Explanation of the requirement

	The requirement would imply that the authority or the Technical Sservice (the organisation) have at their disposal, in a sufficient number, the following categories of personnel: 
· Personnel trained competent and experienced in application of the Cybersecurity Regulation, as well as of any national or organisation’s rules, standards and procedures necessary for its implementation and application. These may include ISO21434 and ISO27001.
· Personnel trained competent and experienced in application of methods of cyber security laboratory testing, such as, pen-, fuzz- and , side channel-testing, in relation to cyber security of the vehicle.
This competence should be demonstrated by appropriate qualifications or other equivalent training records.
The Regulation does not impose any specific contractual relation between the Approval Aauthority/Technical S/service and the personnel concerned. These might be employment (labour) contracts, services contracts etc.
The number of personnel concerned must be proportionate to the actual workload.
The internal procedures of the organisation should ensure that the tasks under the Regulation are performed or effectively controlled by the personnel having relevant skills.
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