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I. Introductions

II. Adoption of the Agenda
The IWG CS/OTA may wish to adopt the provisional agenda.
Documentation:	TFCS-23-01 Agenda-Rev2
III. Adoption of minutes and report from previous meetings
[bookmark: _Hlk16865762]The IWG CS/OTA will be asked to adopt the minutes from the previous meeting. 
Documentation:		TFCS-23-02 (Chair) Minutes of TFCS 22
IV. Possibilities of working on guidance for data security and data protection 
During the 13th session of GRVA China presented the informal document GRVA-13-32 with the request to discuss a harmonized common guidance of data security and data protection. The chair of GRVA recognized the proposal and requested the IWG CS/OTA to discuss and report the findings to next GRVA in September 2022.
Documentation: 	GRVA-13-32[footnoteRef:1], GRVA-14-20[footnoteRef:2] [1:  https://unece.org/sites/default/files/2022-05/GRVA-13-32e.pdf ]  [2:  https://unece.org/sites/default/files/2022-09/GRVA-14-20e_0.pdf ] 

V. Proposal for amendments to UN Regulation No. 155 and its interpretation document
SAE suggests amending Annex 5, part B, table B1 in UN Regulation No. 155 to clarify the authentication of Global Navigation Satellite System (GNSS) and the interpretation document part A, section AB, paragraph 7.3.4 to introduce references to ISO/SAE 21434:2021 and ISO PAS 5112.
Documentation: 	ECE/TRANS/WP.29/GRVA/2022/17[footnoteRef:3] [3:  https://unece.org/sites/default/files/2022-07/ECE-TRANS-WP.29-GRVA-2022-17e.pdf ] 

ECE/TRANS/WP.29/GRVA/2022/18[footnoteRef:4] [4:  https://unece.org/sites/default/files/2022-07/ECE-TRANS-WP.29-GRVA-2022-18e.pdf ] 

							GRVA-13-29[footnoteRef:5], GRVA-14-06[footnoteRef:6], GRVA-14-11[footnoteRef:7] [5:  https://unece.org/sites/default/files/2022-05/GRVA-13-29e_0.pdf ]  [6:  https://unece.org/sites/default/files/2022-09/GRVA-14-06e_0.pdf ]  [7:  https://unece.org/sites/default/files/2022-09/GRVA-14-11e.pdf ] 

ECE-TRANS-WP.29-GRVA-2022-17e - Revision 1
ECE-TRANS-WP.29-GRVA-2022-18e - Revision 2 (SAE proposed resolutions to OICA-CLEPA comments)
VI. Acceptance of foreign certificates (for CSMS/SUMS) for the type approval
Contracting Parties may, for example by bilateral or by reciprocal agreement, recognize another contracting party’s Certificate of Compliance for some or all elements of the Cyber Security Management System. During the 11th workshop on the implementation of UN Regulation No. 155 an amendment was proposed in the light of discussing specific scenarios, such as joint ventures, which involve several OEMs and authorities and it was decided to present this topic and proposal to the IWG CS/OTA.
Documentation: 	GRVA-14-46[footnoteRef:8] [8:  https://unece.org/sites/default/files/2022-09/GRVA-14-46.pdf ] 

TFCS-23-04 (France, Germany, Japan) Proposal amendments to the interpretation document for R155
VII. Proposal regarding the fulfilment of UN Regulation No. 155 requirements
The 11th workshop on implementation of R155 has exchanged views on the implementation for fulfilment of the requirements of the Regulation. The experts from Germany drafted a proposal amendment to R155 based on the outcome of discussions within the workshop. The draft was reviewed during the in-person meeting of the workshop and it was decided to forward it to the IWG CS/OTA.
Documentation: 	TFCS-23-02 (Germany) Proposal amendments to R155 based on discussions in the workshop on implementation of R155
VIII. Any Other Business
a) Harmonization of post-registration Software Update process requirements
During the 11th workshop on the implementation of UN Regulation No. 155 the expert from the Netherlands presented the status of post-registration software update process requirements, the unavailability thereof in some countries and the need to establish, respectively align those. The suggestion for evaluation and alignment of current requirements was supported by several other participants, and it was decided to present the topic to the IWG CS/OTA to consider next steps.
Documentation: 	TFCS-23-03 (Netherlands) SoftwareUpdate_PostRegistration_RDW_NL
b) Q&A document on the implementation of UN Regulation No. 155
During the 11th workshop on the implementation of UN Regulation No. 155 a Q&A document was created and it was presented to GRVA-14. The chair of GRVA reminded that the workshop would not be in the position to officially submit the document and it was considered to discuss it and next steps within the IWG CS/OTA.
Documentation: 	GRVA-14-46[footnoteRef:9] [9:  https://unece.org/sites/default/files/2022-09/GRVA-14-46.pdf ] 

c) Possibility to delete table C3 from Annex 5, Part C in UN Regulation No. 155
[bookmark: _GoBack]Since the list of threats 30.1 to 30.3 had been withdrawn from Annex 5 Part A before the initial adoption of UN Regulation No. 155 and the recommendation document does not include table C3 accordingly OICA/CLEPA suggests to harmonize and remove table C3 from Annex 5 in UN Regulation No. 155.
Documentation: 	TFCS-23-05 (OICA, CLEPA) R155 Annex 5 table C3 deletion
d) Other
IX. Next Steps
The group will be asked to confirm next steps. This will include what to report to GRVA especially concerning future work items and the need for extension of the groups mandate.



