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Provisional Agenda for the tenth session of
the UN Task Force on Cyber Security and OTA issues (Draft)
16th January 2018, 10:00-17:00 (GMT) – Software updates 
17th January 2018, 09:00-17:00 (GMT) – Cyber security
at Westminster Conference Center, London
(1 Victoria Street, London, SW1H 0ET)

18th January 2018, 09:00-16:00 (GMT) – Cyber security and Software updates
at SMMT Office, London
(71 Great Peter St, Westminster, London, SW1P 2BN)

Introduction
I.	Welcome and adoption of the Agenda
	The Task Force may wish to adopt the provisional agenda. 
[bookmark: _GoBack]Mr Martin Poulson will be invited to speak. 
Documentation:	TFCS-10-01e Agenda
II.	Adoption of minutes and report from ninth session and ad-hoc sessions
	The chair will report the outcomes of the eight session. The Task Force will be asked to adopt the minutes from the previous meeting
Documentation:	TFCS-10-02e Minutes of 9th Session	
TFCS-10-03e Minutes of ad-hoc sessions on cyber security and software updates

Software updates (starting day 1)
The first day is expected to focus on software updates 
III.	Review of actions relating to software updates
	The Task Force will review actions from previous meetings
Documentation:	TFCS-10-02e Minutes of 9th Session	
TFCS-10-03e Minutes of ad-hoc sessions on cyber security and software updates

		IV. Development of working paper 
The Task Force will look to further develop the paper on software updates and progress any areas identified for discussion.
Documentation:	TFCS-10-04 (Chair) Draft paper on Recommendations for Software Updates – with suggested amendments
TFCS-10-05 (DE) Draft paper on Recommendations for Software Updates - comments Germany
TFCS-ahRSU1-02 (JPN) Comments to Draft recommendation on software updates*
TFCS-10-11 (JPN) input for adhoc 7th Dec for updates JPN_rev3 
CS-ahRSU1-04 (NL) Comments on the latest draft of the software updates paper*
TFCS-10-12 (NL) NL Comments on the latest draft of the software updates paper
TFCS-10-13 (OICA CLEPA) Draft paper on Recommendations for Software Updates + draft modifications OICA CLEPA V1
V. Next steps 
The Task Force will be asked how they wish to proceed and identify next steps and actions.				
							 
Cyber security (starting day 2)
VI.	Review of actions relating to cyber security
	The Task Force will review progress and actions from previous meetings
Documentation:	TFCS-10-02e Minutes of 9th Session
TFCS-10-03e Minutes of ad-hoc sessions on cyber security and software updates

					
VII. Development of working paper 
The Task Force will look to further develop the paper on cyber security and progress any areas identified for discussion.
Documentation:	TFCS-09-14-Rev1 (Chair) Draft paper on Recommendations for Cyber Security - status after telco 20171208
TFCS-10-06 (Chair) Draft paper on Recommendations for Cyber Security – with suggested updates
TFCS-ahRCS-02 (ITU) Proposed Annexes
TFCS-ahRCS-03 (FIA) Overview slide Reference Model* 
  TFCS-10-07 (FIA) Draft paper on Recommendations for Cyber Security 
TFCS-10-08 (FIA) Overview slide Reference Model
TFCS-ahRCS-05 (NL) Comments on the latest draft of the CS paper 
TFCS-10-09 Rev1 (OICA CLEPA) Draft paper on Recommendations for Cyber Security - OICA_CLEPA comments
TFCS-10-10 possible terms for security regulation JPN_rev4
VIII. Any other business
This item will include the confirmation of any additional future meetings.

Cyber security and Software updates (day 3)
NOTE CHANGE OF VENUE TO SMMT OFFICES 
For this day!
IX.	Continuations of paper on cyber security (morning)
	The Task Force will look to further develop the paper on cyber security and identify next steps
· Chapter 7
· Review of structure of the annex
· Next steps
X.	Continuations of paper on software updates (afternoon)
	The Task Force will look to further develop the paper on software updates and identify next steps
· Review of the annex
· Discussion on NL document
· Next steps
XII.	Summary of next steps and close
	The Task Force will conclude its actions and next steps 
· Summary of meeting
· Next meetings, including webex dates
· Objectives for DC meeting

CLOSE
*Note: the documents in grey may no longer be relevant as the document following them (submitted by the same organization) may have replaced them. This will be confirmed in the meeting. 
