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Minutes of the test of the 15th Meeting of the UN Task Force on Cyber Security and OTA issues

27th August 2019, 10:00-17:00 (CET) – Cyber security 
28th August 2019, 09:00-16:00 (CET) – Software updates
Both days hosted at ITU, Geneva
29th August 2019, 09:00-16:00 – Special session on GRVA feedback
Hosted at UN, Geneva


Day 1, Cyber Security
I. Introductions
Introductions were made and a round robin conducted of participants. 
II. Adoption of the Agenda
The ad hoc group of the Task Force may wish to adopt the provisional agenda.
Documentation:	TFCS-15-01 (Chair) Agenda
The agenda was adopted
III. Adoption of minutes and report from previous meetings
[bookmark: _Hlk16865762]The chair will report the outcomes of the ad-hoc meetings and the coordination meetings. The Task Force will be asked to adopt the minutes from the previous meeting
Documents:	TFCS-TPCM2-11 (Chair) Minutes of the June ad hoc meetings on the interpretation documents
TFCS-15-02rev1 (Chair) Minutes of the second coordination meeting
	
Both sets of minutes were accepted. All actions were marked completed. 
During the meeting of the chair of the GRVA was noted that the topic of updates for vehicle types which are “definitely discontinued” may be inconclusive as there is no precedence for this within the confines of the 1958 convention. Therefore a legal opinion may not be possible. The group was noted that the guidance part of the recommendation does provide a framework for handling this but it may be down to national/regional legislation. 
The concept of CAL ID was found not to be relevant to the RXSWIN concept.  

IV. Report on the outcome of the test phase
The chair will report on the opinion of the test phase participants on their ability to implement the draft cyber security regulation GRVA-01-17 (UN TF-CS_OTA) Final Draft Recommendation on Cyber Security. This will cover the outcome of any round robin activities and assessment activities performed by test centres and vehicle manufacturers
Documents:	TFCS-15-07 (RDW) UNECE Test Phase Final Report.docx
		TFCS-TPCM2-14 (Sec) Overview on the initial findings during the test phase.pptx	
Participants were invited to confirm the findings of TFCS-TPCM2-14. 
Delegates from Japan noted that the regulation on cyber security was workable. 
Delegates from the Netherlands confirmed that the regulations are workable as reported previously. They asked if they may provide a final opinion on the 15th of September. 
Delegates from France noted no blocking points and that the regulation adds value, they referred to the document they supplied for the coordination meeting regarding some concerns. 
Delegates from the Republic of Korea noted that an assessment was possible using the regulation and with some clarification the regulation should work. 
Delegates from the United Kingdom noted that some work may be needed to ensure TS/AA come to the same conclusions and that the administration for approvals and extensions (with regards software updates for type approved systems) will need some reflection. 
Delegates from Germany noted that they would like to see competencies listed for national authorities, a more defined pass-fail criteria and risk acceptance criteria. 
During discussion it was noted that competencies of Approval Authorities and Technical Services is a matter for Contracting Parties under the 1958 agreement. The delegate from RDW stated that from their experience an assessment could be conducted through having a lead auditor (to verify that all items are addressed) and dedicated experts (to look at specific items). It was noted that there are organisations, such as ENISA in Europe, who can help identify such experts. Germany was invited to provide guidance on the subject and take note of the work of the Netherlands (as per their reports on the test phase). 
It was noted that a pass-fail criteria is addressed in the interpretation document, especial in terms of a fail criteria and what may be needed to demonstrated specific requirements are being met. It was further noted that if more detail is needed in the regulation for specific requirements, this could be included in a future revision. 
It was suggested that wording could be provided in the preamble to the cyber security regulation to highlight that the approach is to manage the risk through both the design of vehicles and requiring manufacturers to have a response plan should further action be needed. The approach is not to avoid all possible risks.
The representative from OICA noted that industry needs requirements to be frozen to allow industry to implement the required processes and design vehicles according to them. 
Following the discussion, the chair invited members to confirm if the amendments to the regulation and work on the interpretation document would help address concerns raised. At the end of the meeting this question was asked. 
A report on round robin testing was not provided. This may be provided in an ad hoc meeting together with the final confirmation from the Netherlands representative. 
CONCLUSION: At the end of the meeting the group concluded that concerns had been addressed and the task force confirmed the findings of the Coordination Meeting that the regulation works as intended and will provide value. The test phase was ended as a task force activity (noting that individual parties may continue activity outside the task force). 
V. Liaison statement from ITU-T FG-VM and invite for inputs on their Vehicular Multimedia technical report. 
Documents:	TFCS-15-15 (ITU-T) Focus Group on Vehicular Multimedia - liaison statement
TFCS-15-16 (ITU-T) Focus Group on Vehicular Multimedia -Att1_FGVM-O-020
TFCS-15-17 (ITU-T) Focus Group on Vehicular Multimedia -Att2_FGVM-O-022
The chair highlighted the work of the ITU-T Focus Group on Vehicular Multimedia and invited members to read the documents and contribute as appropriate.
VI. Report on the activities of the small drafting group
The chair will report on the outcome of the small drafting groups activities in terms of editing the Interpretation Document.
Documents: 	TFCS-15-03 (Chair) Interpretation document CS - SDG outcome
						TFCS-15-04 (Chair) Interpretation document SU - SDG outcome
						TFCS-15-11 (Chair) Report on Small Drafting Group activities
TFCS-15-07 (RDW) UNECE Test Phase Final Report.docx 
TFCS 15-28 (DEG) TFCS-15-03 (Chair) Interpretation document CS - SDG outcome_Comments German drafting group.docx	
The chair provided an update from the Small Drafting Group and their approach to reformatting the interpretation documents.
The small editing group consisted of representatives from manufacturers, suppliers, a technical service and approval authorities. It is chaired by the task force co-chair (UK) and the secretary. The task force thanked them for their work. The group was disbanded.
The documents TFCS-15-03 and TFCS-15-04 were accepted as the new working draft of the interpretation documents for cyber security and software updates respectively. The task force agreed to formally comment on them at their next physical meeting (TFCS-16).
It was agreed that these documents should be formulated as standalone documents referenced within their respective regulations. 
ACTION: Chair – incorporate comments from members into the new working draft for review at next meeting
VII. Review of proposed amendments to the draft regulations
Members of the Task Force will be asked to review proposed changes to the draft text and whether they improve them or not. The task force will be invited to produce an agreed version for submission to GRVA containing only accepted changes. 
Documents:	TFCS-15-05 (Sec) Proposed amendments to the Draft Cyber Security Regulation (Annex A of GRVA-2019-2).doc	
TFCS-15-06rev1 (Chair) Draft Recommendation on Cyber Security - capturing suggested amendments.docx	
TFCS-15-06rev3 (Sec) Draft Recommendation on Cyber Security - as amended in meeting.docx	
TFCS-15-08 (Tesla) Interpretation document for Regulation on Cyber Security.docx	
TFCS-15-09rev1 (Tesla) Interpretation document for Regulation on Cyber Security (7.3 8.1) v1.2.docx	 
TFCS-15-10 (OICA) Comments on cybersecurity draft regulation with regard to cyber-threats and risk control.docx
TFCS-15-23 (CITA-CLEPA-EGEA-ETRMA-FIGIEFA-FIA) Cybersecurity Amendments GRVA03-02 & 03.docx	
TFCS 15-26 (DEG) TFCS-15-06 (Chair) Draft Recommendation on Cyber Security - capturing suggested amendments Comments German drafting group.docx	
TFCS 15-29 (IDIADA) Applus_IDIADA_Comments&interpretation on TF CS.pdf
TFCS 15-31 (OICA) OICA comments on access to data with regard to UN Regulation on Cybersecurity V2.pptx	
TFCS 15-32 (COM) observations and questions_EC_v2.docx	
TFCS 15-33 (COM) GRVA-02-38e-2_26_08_EC.docx
	Presentations and overviews of papers provided were given by RDW, Tesla, FIGEFA on behalf of their consortia and OICA. 
	The proposed textual amendments collated in TFCS-15-06rev1 were then reviewed. It was noted that several documents were provided a day before the meeting. Delegates were reminded of the terms of reference. The task force was not able to review suggested amendments provided by the European Commission but agreed to try and consider them in a later meeting.
	ACTION: Chair to incorporate textual amendments proposed by the European Commission into the revised version of TFCS-15-06 for consideration at a later date. 
	Points of note from the discussion:
· The amendments from FIGIEFA et al were discussed. The task force noted the following:
· OICA stated that the suggested amendments on data access are not needed as legal requirements for the aftermarket and provisions for them are defined within other UNECE legislation. 
· The representative from the European Commission insisted that the issue of the relation between the future CS Regulation and national frameworks on access to data should be duly discussed and referred to in the CS Regulation in some way.
· Some of the definitions proposed contain requirements (for example who may provide authorised access). The definitions should be re-written according to the agreed position of the task force – namely use existing UNECE definitions, if not available ISO definitions, then Oxford English Dictionary definitions, then any other suitable published definition, then propose something and provide the source material). Any requirements contained in definitions should be extracted as specific requirements to be evaluated against in an assessment.
· The phrase “unmonitored” needs to be changed as the intended meaning is not related to cyber security but to defining how aftermarket organisations may get access to data. It was noted that this is linked to proposed legislation and related discussions in the European Union. 
· It was noted that how Access Control should be performed (and what rights should be assigned to whom) is beyond the terms of reference of the group. 
· The scope of the requirements related to data are indeterminate. The Oxford English dictionary definition of data was referred to, this is: “the quantities, characters, or symbols on which operations are performed by a computer, which may be stored and transmitted in the form of electrical signals and recorded on magnetic, optical, or mechanical recording media”. It is suggested the requirements are redrafted, for example to specify the types of data or specific functions (such as repair and maintenance by aftermarket suppliers) that need to be considered when access rights are determined (if access control is used as a mitigation) and what rights specific actors may need to perform those tasks.
· It was noted that the proposed amendment to 7.3.5 are not restricted to the intended scope of the requirements (the provision of dedicated environments provided on a vehicle for hosting third party software e.g. an app hosting platform). The proposed amendments should therefore be provided as a separate requirement. 
· It was noted by the secretary of the GRVA that requirements in UN Regulations should not refer to National or Regional (EU) law as this can hinder mutual recognition. Previously work has been undertaken to remove such references (e.g. registration considerations) from other UN regulation. However, there are cases where Regulations could refer to national regulations, e.g. when restricting the scope. For example: « This Regulation is without prejudice to requirements regarding access to data, function and resources existing in other regulations in other jurisdiction. »
· It was suggested that any future refinement to the amendments may be better provided as guidance if they cannot be assessed during the audit of the CSMS or during type approval. 
· The Chair concluded that, given the points above, the present formulation proposed needs further work to be acceptable. He invited interested parties to propose a new formulation of the text should they wish to.
· The scope of requirement defined in annex 1, paragraph 1.1 was discussed. France proposed the inclusion of category O vehicles. The UK and IMMA stated they would provide a suggestion on what L category vehicles should be put forward. 
· The UK proposed an amendment to paragraph 6.2, requiring manufacturers to sign a declaration that the requirements in the Regulation have been met. This was accepted. OICA and the UK agreed to draft a template for such a declaration. 
· The proposed deletion of requirements in 12.8.1.2 of annex 2 (now renumbered as 9.4) were discussed. It was noted that these do not relate to text in the regulation but to text in the guidance (6.5.5.1). It was also noted that their deletion would risk loss of detail for the assessment. The group was asked to confirm at the next meeting if they should continue to be included. 
· Discussion continued into day 3 of the meeting.
· Text for the handling of confidential information from the extended information articles of Regulation 46 should be added. 
[bookmark: _Hlk18529861]The outcome of the work was recorded as TFCS-15-06rev3. Some proposals remain to be reviewed by the task force (marked in yellow). 
ACTION: 	IMMA and UK to propose a refinement to the use of category L6 and L7 vehicles. 
ACTION: 	UK and OICA to draft a template for the manufacturer’s declaration
ACTION: 	Chair to find and add text from Reg 46 regarding extended information  
ACTION: 	Chair to clean TFCS-15-06rev3 and produce a new draft in accordance with GRVA document ECE/TRANS/WP.29/GRVA/2019/2 formatting. 
	ACTION: 	Chair to review the resolution of TFCS-15-06rev3 and propose amendments to ensure it is consistent with any amendments to the proposed regulation.
	ACTION: 	Chair to review the document and ensure the reference to the Certificate of Compliance for CSMS is referred to consistently throughout the document
ACTION:		Group to confirm the approach to Annex 2 requirement 9.4
VIII. Proposal for a cyber security regulation 00
The chair will invite OICA to present a proposal for the introduction of the regulations.
Documentation: 	TFCS-15-12 (OICA) Implementation issues for CS on existing vehicle architectures V3
							TFCS-15-13 (OICA) CS Regulation 00 series V1
							TFCS-15-14 (OICA) CS Regulation 01 series V1
The proposals by OICA were discussed. It was noted that the 00 series proposed would permit the approval of a CSMS but does not provide for any requirements on a vehicle type (but would permit their approval based on the OEM having a CSMS). It was noted that the requirement to have monitoring and response plans for existing vehicles would provide added value to the regulations. 
The principle of a 00 series was accepted but Contracting Parties stated they would need some requirements for type approval to ensure that the risks to vehicle types are known and assurance that they would not be approving an unacceptable or unknown level of risk. 
It was noted that if agreed, any use of a 00 series could be ended by a further revision of a regulation, for example in an 02 series. 
To enable progress on an acceptable 00 series Manufacturers were asked to review what would be possible in terms of the requirements for type approval for existing vehicles. Contracting Parties were asked to consider what their minimum set of requirements would be for an 00 series.  
IX. Review of Interpretation Document for Cyber Security
Members of the Task Force will be asked to review the Interpretation Document and agree next steps for it should further work be required. 
Documentation:	TFCS-15-03 (Chair) Interpretation document CS - SDG outcome
The Interpretation document was not reviewed. 
X. Next Steps
The group will be asked to confirm next steps. This will include what to report to GRVA and the need for any future meetings. 
The group agreed to recommend:
· The regulation should be split out from the recommendation and proposed to GRVA as a standalone document
· The resolution should be provided as a standalone resolution using the guidance provided in Chapter 7 of the recommendation
· The interpretation document should be provided as a standalone resolution. 
ACTION: 	Chair to split the recommendation and provide base documents
ACTION: 	Secretariat to share report to GRVA for task force members to comment on ahead of GRVA. 
XI. Any Other Business
None recorded



Day 2, “Software update processes” 
XII. Introductions
Introductions were made. ITU were thanked for hosting. 

XIII. Adoption of the Agenda
The Task Force may wish to adopt the provisional agenda.
Documents:	TFCS-15-01 (Chair) Agenda
The agenda was adopted
XIV. Adoption of minutes and report from previous meetings
The chair will report the outcomes of the ad-hoc meetings and the coordination meetings. The Task Force will be asked to adopt the minutes from the previous meeting
Documents:	TFCS-TPCM2-11 (Chair) Minutes of the June ad hoc meetings on the interpretation documents
	TFCS-15-02 (Chair) Minutes of the second coordination meeting
The minutes were accepted
XV. Report on the outcome of the test phase
The chair will report on the opinion of the test phase participants on their ability to implement the draft regulation GRVA-01-18 (UN TF-CS_OTA) Final Draft Recommendation on Software Updates. This will cover the outcome of any round robin activities and assessment activities performed by test centres and vehicle manufacturers. 
Participants were invited to confirm the findings of TFCS-TPCM2-14.
The delegate from Japan confirmed the assessment that the regulation is workable with the contents of the interpretation document
The delegate from the Netherlands held with their initial view and promised to provide a final view on the 15th of September
The delegate from France stated that the definition of the vehicle type may need further work but the regulations are workable.
The delegate from the UK referred to the issues on “production definitely discontinued” noted above and how to implement software updates may need further attention.
Industry stated that their initial opinion remains unchanged. 
CONCLUSION: The conclusion of the discussion was that the initial assessment holds and that the proposed regulation will work as intended. The group noted that the interpretation document will help harmonise implementation.
XVI. Report on the activities of the small drafting group
The chair will report on the outcome of the small drafting groups activities in terms of editing the Interpretation Document.
Documents: 	TFCS-15-03 (Chair) Interpretation document CS - SDG outcome
						TFCS-15-04 (Chair) Interpretation document SU - SDG outcome
						TFCS-15-11 (Chair) Report on Small Drafting Group activities TFCS 15-27  
TFCS-15-04 (Chair) Interpretation document SU - SDG outcome Comments German drafting group.docx	
The work of the small drafting group was presented. The group agreed to use TFCS-15-04 as its working draft. 
XVII. Review of proposed amendments to the draft regulations
Members of the Task Force will be asked to review proposed changes to the draft text and whether they improve them or not. The task force will be invited to produce an agreed version for submission to GRVA containing only accepted changes. 
Documents:	TFCS-15-18 (Chair) Draft Recommendation on Software Update Processes - capturing suggested amendments from test phase participants 
	TFCS-15-19 (JPN) proposal amendments on SU_Japan_rev2
	TFCS-15-20 (Tesla) Final Draft Recommendation on Software Updates v0.1 TFCS 15-25 (DEG) TFCS-15-18 (Chair) Draft Recommendation on Software Updates - capturing suggested amendments Comments German drafting group.docx
Presentations and overviews of papers provided were given by JPN and Tesla
The proposal that an RXSWIN need not be readable on a vehicle if it could be provided by another means was discussed. It was agreed that if this might be permissible if it were possible to identify the software on ECU’s on a vehicle using a standard interface and link this to the relevant RXSWINs. KBA and RDW provided text to enable this. The rationale for accepting this proposed amendment is that the final outcome would be the same (of being able to identify when changes to software affecting regulated approvals have been implemented on an individual vehicle). 
ACTION: GM/RDW/KBA/Telsa (and any other interested party) to confirm revised text for 7.2.1.2.2 and 7.2.1.2.3
	The proposed textual amendments collated in TFCS-15-18rev1 were then reviewed.
· The scope of requirement 1.1 was discussed. France proposed the inclusion of category O vehicles. The UK and IMMA stated they would look to progress a suggestion on what L category vehicles would be put forward. 
· The UK proposed amendment to 6.2, for manufacturers to sign a declaration that the requirements in the Regulation have been met, was accepted. OICA and the UK agreed to draft a template for such a declaration. 
· Text for the handling of confidential information from the extended information articles of Regulation 46 should be added. 
The outcome of the work was recorded as TFCS-15-18rev2. A couple of proposals remain to be reviewed by the task force (marked in yellow).
Actions:
ACTION: 	IMMA and UK to propose a refinement to the use of category L6 and L7 vehicles. 
ACTION: 	UK and OICA to draft a template for the manufacturer’s declaration
ACTION: 	Chair – find and add text from Reg 46 regarding extended information  
ACTION: 	Chair to clean TFCS-15-18rev2 and produce a new draft in accordance with GRVA document ECE/TRANS/WP.29/GRVA/2019/3 formatting. 
ACTION: 	Chair to review the resolution of TFCS-15-19rev2 and propose amendments to ensure it is consistent with any amendments to the proposed regulation.
ACTION: 	Chair to review the document and ensure the reference to the Certificate of Compliance for CSMS is referred to consistently throughout the document
XVIII. Review of Interpretation Document for Software Updates
Members of the Task Force will be asked to review the Interpretation Document and agree next steps for it should further work be required. 
Documentation:	TFCS-15-04 (Chair) Interpretation document SU - SDG outcome
The document was not reviewed. 	
XIX. Next Steps
The group will be asked to confirm next steps. This will include what to report to GRVA and the need for any future meetings. 
The group agreed to recommend:
· The regulation should be split out from the recommendation and proposed to GRVA as two standalone documents
· The resolution should be provided as a standalone resolution using the guidance provided in Chapter 7 of the recommendation
· The interpretation document should be provided as a standalone resolution. 
ACTION: 	Chair to split the recommendation and provide base documents
ACTION: 	Secretariat to share report to GRVA for task force members to comment on ahead of GRVA. 

Special session – addressing questions from the GRVA (day 3)

XX. Introductions
The UN was thanked for hosting the meeting and delegates welcomed. 

XXI. Adoption of the Agenda
The Task Force may wish to adopt the provisional agenda.
Documentation:	TFCS-15-01 (Chair) Agenda
The agenda was altered to enable completion of the review of amendments for the regulatory text of the cyber security recommendation. This shortened the time to half a day. 
XXII. Formulation of responses to questions raised by GRVA
The Task Force will be invited to consider questions raised at the special session of the GRVA and agree a consolidated response. The response may highlight the considerations of the task force and highlight, where appropriate, any areas where the group is unable to come to consensus and why. 
Documents:	TFCS 15-21 (Chair) Tasks and questions from GRVA
TFCS 15-22 (Chair) Tasks and questions from GRVA suggest answers 
TFCS 15-24 (FIA) TFCS 15-11 (UK) Tasks and questions from GRVA suggest answers FIA V2.3.docx	27 Aug, 2019 
TFCS 15-30 (FIGIEFA) TFCS 15-11-TasksQuestions GRVA - Input FIGIEFA+ETRMA 2019 08 26.pdf	
Members of the Task Force and GRVA were invited to list their top questions to be address. The documents provided, including the Q&A were noted but not discussed. Members from GRVA who had specifically come for this meeting were invited to add any questions. Questions put forward were:
· Pass/fail criteria
· Lifetime
Contracting parties were asked if there were any further questions but none were proposed. 
Points noted on a pass/ fail criteria.
· Not meeting a requirement would result in a fail
· The proposed regulation does not dictate a pass criterion for each requirement. 
· Lessons learnt from the test phase on assessing whether a requirement is met have been captured by the Interpretation Document. This can be used to underpin harmonised assessments between Contracting Parties.
· The Interpretation Document is still work in progress. RDW noted that the document they provided covering their experiences of the test phase could be incorporated into that document to add to its value. 
· ISO/SAE 21434 is intended to support evidencing the requirements of the cyber security regulation. A similar standard is intended to support the software update process regulation.
· The resolution parts of the cyber security recommendation and software update process recommendation will help evaluate if a recommendation is met. For example the recommendation on cyber security provides example threats that a technical service may use as a reference in examining if the risk assessment of an OEM is complete and it provides a list of example controls that may be used to support discussions on management of those risks. 
· It was noted that the world of cyber security is dynamic. This is why the regulation provides for an approval regarding how the cyber risks to a vehicle have been managed, with respect to the known set of risks at that point in time, and it ensures that the manufacturer is able to monitor and react once a vehicle is in the field should risks change or new ones emerge. 
· It was noted that the list of threats and controls will change over time. There are bodies outside of the UN which do support threat monitoring (to varying extents). If required, the task force could also periodically update their list. 
· It was also noted that if it is established that specific pass criteria are needed for a given requirement, this can be done at a future revision. Information from the resolution and/or the interpretation could be used as a basis for such a revision. 
· It was concluded that a possible insertion of (pass/)fail criteria might be placed into either the interpretative document or in the text of the CS recommendation. Members of the task force were invited to provide any pass/fail criterion they would like added to either document. The next opportunity the task force would have to review these will be the next physical meeting of the task force (TFCS-16).  
Points noted on lifetime
· It was noted that the regulations do not specify the length of time that an individual vehicle should have its hardware or software supported once it leaves the production plant.. 
· It was confirmed that this subject has been extensively, carefully and considerably discussed by the task force and the proposed solution provides a mechanism by which a vehicle can be supported over its entire lifetime. 
· [bookmark: _GoBack]The CSMS provides a requirement that a vehicle manufacturer must have a response plan for a vehicle type and to maintain the CSMS their response plans need to be current. The CSMS is renewed every three years. The CSMS provides during its life cycle measures and methods to update soft- and hardware over the lifetime of the vehicle
· It was noted that the response to a cyber threat or attack may change over the lifetime of a vehicle type and be dependent on the situation. The interpretation document does provide guidance on possible response options and considerations.
· It was noted that some Contracting Parties do have levers to ensure manufacturers act should they be required to do so, for example recall legislation in the EU. 
XXIII. Next Steps
The Q&A session was closed. No further steps were identified.
XXIV. Review of all actions
Cyber
1. IMMA and UK to propose a refinement to the use of category L6 and L7 vehicles. 
2. UK and OICA to draft a template for the manufacturer’s declaration
3. Group to confirm the approach to Annex 2 requirement 9.4
4. Chair – incorporate late comments from members into the new working draft for review of recommendation at next meeting
5. Chair to incorporate textual amendments proposed by the European Commission into the revised version of TFCS-15-06 for consideration at a later date.
6. Chair – find and add text from Reg 46 regarding extended information  
7. Chair to clean TFCS-15-06rev3 and produce a new draft in accordance with GRVA document ECE/TRANS/WP.29/GRVA/2019/2 formatting. 
8. Chair to review the resolution of TFCS-15-06rev3 and propose amendments to ensure it is consistent with any amendments to the proposed regulation.
9. Chair to review the document and ensure the reference to the Certificate of Compliance for CSMS is referred to consistently throughout the document
10. Chair to split the recommendation and provide base documents
11. Secretariat to share report to GRVA for task force members to comment on ahead of GRVA. 
Software updates
1. GM/RDW/KBA/Telsa (and any other interested party) to confirm revised text for 7.2.1.2.2 and 7.2.1.2.3
2. IMMA and UK to propose a refinement to the use of category L6 and L7 vehicles. 
3. UK and OICA to draft a template for the manufacturer’s declaration
4. Chair – find and add text from Reg 46 regarding extended information  
5. Chair to clean TFCS-15-18rev2 and produce a new draft in accordance with GRVA document ECE/TRANS/WP.29/GRVA/2019/3 formatting. 
6. Chair to review the resolution of TFCS-15-19rev2 and propose amendments to ensure it is consistent with any amendments to the proposed regulation.
7. Chair to review the document and ensure the reference to the Certificate of Compliance for CSMS is referred to consistently throughout the document
8. Chair to split the recommendation and provide base documents
9. Secretariat to share report to GRVA for task force members to comment on ahead of GRVA. 
GRVA Q&A
No actions recorded.
XXV. Next meetings

The following meetings were agreed:
· Ad-hoc meeting on the 18th of September by Webex to review the outstanding comments and provide for final confirmation of the test phase
· Task force meeting in Japan (now scheduled 12-14th November) to further work on the resolution and interpretation documents.

